
FACT SHEET | VIGILANT FACESEARCH

Crowd-sourcing the identity of a wanted suspect is time-consuming. Vigilant FaceSearch analyzes over  
350 facial vectors of a suspect’s face to generate immediate leads using a booking image gallery sourced 
from your department, partner agencies and our own exclusive database – providing a responsible, policy-
based approach to facial recognition-based identification.

VIGILANT FACESEARCH 
IDENTITY MATCHING AND VERIFICATION
QUICKLY SHORTEN YOUR SUSPECT LIST

Generate More Reliable Leads
Deliver accurate, reliable and timely data  
using an easily configurable system. 

Get More Matches, More Often
Increase your chance of a match by comparing 
against your own images, partner databases 
and our nationwide gallery.

Automate Accountability 
Minimize risks, maintain compliance and  
provide full transparency into your system 
with easy to manage built-in processes.

KEY BENEFITS
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Interested in receiving a demo? 
Visit motorolasolutions.com/contactus

Exclusive Nationwide Image Gallery – Ability to search and 
compare images with millions of images in our public gallery.

Agency Database Synchronization – Easily upload your agency’s 
images for a more robust database.

Built-In Enhancement Tools – Utilize both high and poor quality 
images with the use of built-in enhancement tools.

Configurable Search Results – Narrow down your list of  suspects 
with easily configurable searches.

No Match Gallery & Match Alerts – No match, no problem. Add  
your probe image to the no match gallery and be alerted when a possible 
match is available.

Embedded Image Annotation Tools – Use subjective analysis to 
annotate possible match image against the probe image.

Possible Match Report Activity Log – Court ready documentation 
with built in two factor peer review.

Agency-Managed Data Sharing and Access – Easily share data 
among agencies nationwide with the touch of a button.

CJIS Security Policy Compliant – Follow CJIS security guidelines to 
safely and securely manage your data.

NIST Certified Algorithm Accuracy – Accurate and efficient NIST 
validated algorithms.

User, Case & System-Level Auditing – Systems log all operations, 
system notifications, and operator submitted data for auditing purposes.

Free, Expert Training Sessions – We train our customers on how to 
control access, use proper workflows and procedures while also keeping 
them up to date on policy and laws.

PRIMARY FEATURES


